
THE REPUBLIC OF KIRIBATI 

ELECTRONIC TRANSACTIONS ACT 2011 

Arrangement of Sections 

PART I-PRELlMlNAltY 

1 Short Title 
2 Commencement 
3. Definitions 
4. Objective of the Act 
5. Administration of the Act 
6. Republic to be bound 
7. Exclusions and general power of Minister to exclude and include matters under Act 
8. Voluntary use of computer data 

PART 2- LEGAL RECOGNlTION OF ELECTRONIC COMMUNICATIONS 

9. Legal recognition of computer data and electronic communications 
10. Writing 
11. Admissibility and evidential weight of computer data and electronic communications 
12. Legal requirementto retain information 
13. Producing and retaining electronic versions of paper-based documents or records 
14. Time and place of dispatch and receipt of electronic communications 
15. Determining place of business 

PART 3 - ELECTRONIC CONTRACTING 

16. Attribution of electronic communications 
17. Formation and validity of contracts 
IS. Invitations to make offers 
19. Use of automated message systems for contract formation 
20. Availability of contract terms 
21. Error in electronic communications 

1 



PART 4- ELECTRONIC SIGNATURES 

22. Equal treatment of signature tedmoiogies 
23. Legal requirement for a signature 

PART s.. ELECl'RONIC'l.lU:NSFERABLE RECORDS 

24. Application of this Part 
25, Additional information in electronic transferable records 
26. General reliability standard 
27. Legal requirement fur an electronic t:ra.nsterable record 
28. Control 
29. Indication of time and place in electronic transferable record 
30, Endorsement 
31. Amendment 
32 Replacement of a transferable document or instrument with an electronic tIatlSferable 

record 
33. Replacement of an electronic transferable record with a transferable document or 

instrument 
34. Non-discrimination offoreign electronic transferable records 

PART 6- ELECTRONIC EXCHANGES WI'IB PUBLIC BODIES 

35. Autborimion for public bodies to use computer data and electronic signatures 

PART 7- MISCELLANEOUS 

36. Rules goveming electronic evidence 
37. Powers to make Regulations 

2 



THE REPUBLIC OF KIRIBATI 

(No of2021) 

I assent, 

~. 
Beretltentl 

~ t!D1}021 

AN ACT 

entitled 

AN ACT TO GIVE LEGAL EFFECT TO ELECTRONIC TRANSACTIONS, 
CONTRACTING, SIGNATURES AND FOR OTHER CONNECTED PURPOSES 

Commencement date: 

MADE by the Maneaba ni Maungatabu and assented to by the Beretitenti 

PART I - PRELIMINARY 

1 Sbort title 
This Act may be cited as the Electronic Transactions Act 2021, 

2. Commencement 
This Act commences on a date that the Minister may by notice appoint. 
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3. Definition 

In this Act, unless the context otherwise requires -:-
"addressee" of a computer data means a~· wIG is intended by the originator to receive the 
computer data, bllt does not include a ~ aa:iag as an intermediary with respect to that 
amputer data; . \C 

"alltomated message system" means a computer program or an electronic or other automated 
means used to initiate an action or respond to computer data or performances in whole or in 
part, without review or intervention by a natural person each time an action is initiated or a 
response is generated by the system; 

"computer data" means information generated, ~ received or stored by electronic, magnetic. 
optical or similar means, including, where appropriate, all infonnation logically associated with 
or otherwise linked together so as to become part of the cornpt.Jmr data, whed1er generated 
contemporaneously or not; 

"electronic communication" means any statement, declaration, demand, notice or request, 
including an offer and the acceptance of an offer, made by using computer data; 

"electronic signamrett means data in electronic form in, affixed to or logically associated with, 
computer data, which may be used to identify the signatory in relation to the computer data and 
to indicate the signatory's intention in respect oftbe infonnation contained in the computer 
data; 

"electronic transferable record" means computer data that complies with the requirement of 
section 27; 

"information system" means a system for generating. sending, receiving. storing or otherwise 
processing computer data; 

"iJtermediary" with respect to particular computer data, means a person who, on behalf of 
another person. sends, receives or stores that computer data or provides other services with 
respect to that computer data; 

''originator'' of computer data means a person by whom, or on whose behalt the computer data 
bas been sent or generated prior to storage. if any, but it does not include a person acting as 
intermediary with respect to that compater data; 

"tmnsferable document or instrument" means a document or instrument issued on paper that 
entitles the holder to; 

(a). claim the performance of the obligation indicated in the documenI: or instrument; 
and 
(b). transfer the right to perfi:mnance of the obIipCion indicated in the document or 
instrument through the transfer oftbat document or instrument; 
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4. Objective of tile Act 

The objectives of the Act are to: 

(a). to recognise the validity of and promote the development of electronic 
communications in commercial aad non-commercial dealings and in dealings with 
govemmen.1al entities; 

(b). tacili1ate electronic communications by means of reliable eleetrOuic reeonls; 

(e). facilitate electronic commerce, to eliminate barriers to electronic comme.n;e 
resulting :from uncertainties over writing and signature requ&emeBts, and to promote the 
development of the legal and business infrastructure necessary to implement secure 
electronic communication; 

(d). facilitate electronic filing of documents with public authorities, and to promote 
efficient delivery ofICT services by Government entities by means of reliable electronic 
records; 

(e). minimise the incidence of forged electronic records, intentional and unintentional 
alteration of records, and fraud in electroaic commerce and other electronic transactions; 

(t). help to establish tmifonnity of rules, regulatiOns and standards regarding the 
authentication and integrity of electronic ~ 

(g). promote public confidence in the integrity and reliability of electronic records and 
electronic commerce through the use of electronic signatmes to lend authenticity and 
integrity to cone5pondence in any electronic medium; and 

(h). implement the United Nations Convention on the. Use of Electronic 
Communications in International Contracts adopted by the General Assembly of the 
United Nations on 23 November 2005, and to make the Jaw of Kiribati on electronic 
transactions, whether or not involving parties whose places of business are in different 
States, consistent with the provisions of that Convention. 

5. Administration of the Act 

(1). This Act shall be administered under the direction and control of the Minister responsible 
for Commerce and Trade. 

(2). The application of Part 6 of this Act shall be administered under the direction and control 
of the Minister r¢SpOnsible for Communication and Information. 

(3). The Ministers have power to delegate the administration of this Act to officers within their 
Ministry. 

6. Rep.bUe to be bound 

This Act binds the Republic. 
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7. ExduioDS and General Power ofMiaister to exelade and inelude matters ander 
Act 

(l). This Act shall DOt apply to any written law requiring writing, signatures, or original 
documents for-

(a). the making. execution or revocation of a will or testamentary instrument; 

{b}. the conveyance of real property or the transfer of any interests in real property; 

(2~ Notwithstanding subsection (1). the Minister may by Order in writing. make this Act or 
such provisions as are specified in the order, applicable to any of the legal requirements set out 
in subsection (1) and to any class of 1l'aDsactions, person, matters or things specified in the 
order. 

8. VoluBtary use of colDputer data 

Nothing in this Act requires OT prohibits; 

(a) a person or party to use or accept computer data, including electronic signatures 
or electronic contracts; 

(b) any Ministry. department or agency of the Government to generate, send, receive, 
store or otherwise process any computer data by electronic means. 

PART 2- LEGAL RECOGNITION OF ELECI'RONIC COMMUNICATIONS 

9. Legal reeopitiOB of computer data and ~Bk com.lDuieatiou 

Information shall not be denied legal effect, validity, enforceability, or admissibility 

solely on the ground that it is; 

(a), in the fonn of electronic communication or computer data; or 

(b). not contained in the electronic communication or computer data purporting to give 
rise to such legal effect but is merely referred to in that electronic communication or 
computer data. 

11. Writiag 

(1). Any written law that requires or permits information to be in writing is met by computer 
data, if the information contained in the oomputer data is accessible and is capable of 
retention for subsequent referenc:e. 

(2). SubseotiOn (1) applies wbether the requirement for the information to be in writing is in 
the form of an obligation or the law provides consequences if it is not in writing. 
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11. Admissibility aDd evidential weigltt of compater data and electroAie 
eomlDauieations 

(I). In any legal proceedings. nothipg in the application of the rules of evidence shall apply so 
as to deny the admissibility of arty electronic communication or computer data in 
evidence: 

(a). on the sole ground that it is an electronic communication or computer data; or 

(b). if it is the best evidence that the person adducing it could reasonably be. expected to 
obtain. on tbegrounds that it is not in its original form. 

(2). Information in the form of an electronic communication or computer data shaH be given 
due evidential weight. 

(3). In assessing the evidential weight of any electronic communication or computer data, 
regard shall be made to; 

(a). the reliability of the manner in which the electronic communication or COJ:1i.p1lrer 
data was generated, stored or communicated; 

(b). the reliability of the manner in which the integrity of the information was 
maintained; 

(c). the manner in which the originator was identified; and 

(d). any other relevant factors deemedjust to be considered. 

(4). This section shall not affect the application of section 28 of the Evidence Act currently 
applicable in Kiribati. 

12. Legal reqllinment to renu. informatioD 

(1). Any written Jaw that requires information to be retained is met by a computer data if; 

(a). the information contained therein is accessible so as to be usable for subsequent 
reference; 

(b). a reliable method is used to retain the integrity of the information from the time 
when it was first generated in its final form, as a computer data or otherwise; and 

(c). such infonnation, if any, is retained as enables the identification of the origin and 
destination of a computer data and the date and time when it was sent or received. 

(2). Subsection (1) applies whether the requirement is in the form of an obligation or whether 
the law simply provides consequences for the information not being presented or 
retained it its original form. 

(3). For the purposes of subsection l(b): 
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(a). the criterion for assessing integrity shall be whether the information bas remained 
complete and unaltered, apart from the addition of any endorsement and any change 
which arises in the normal course of communication. storage, and display; and 

(b). the method shall be as reliable as is appropriate for the purpose for which the 
information was generated, in the light of all the relevant circumstances. 

13. Produeing and retaiDiDg e1ectronie versions of paper~based doc:uments or reeonb 

(I). Subject to Part 6, any written law that requires or permits a document or record issued on 
paper or in other non-electronk form to be.,produced to a person is met by a computer data if; 

(a) the information contained therein is accessible so as to be usable for subsequent 
reference; 

(b). a reliable method is used to retain the integrity of the information from the time 
when it was first generated in its final foI'll'l, as a computer data or otherwise; and 

(c) the person consents to the receipt of the computer data. 

(2). Subject to Part 6. any written law that requires or permits a document or record issued on 
paper or in other non-electronic form to be retained is met by a computer data if, 

(a) the information contained therein is accessible so as to be usable for subsequent 
reference; and 

(b). a reliable method is used to retain the integrity of the information from the time 
when it was first generated in its final fonn, as a computer data or otherwise. 

(3). Subsection (1) and (2) apply whether the requirement is in the form of an obligation or 
whether the law simply provides for the consequences for the information not being produced 
orretained in its original fonn. 

(4). For tile purposes of subsection l(b) and 2(b); 

(a), the criterion for assessing integrity shall be whether the information has remained 
complete and unaltered. apart from the addition of any endorsement and any change 
which arises in the normal course of communication, storage and display; and 

(b). the method shall be as reliable as is appropriate for the purpose for which the 
information was generated, in light of all the relevant circumstances. 

14. Time and place of dispatch and receipt of electronic communications 

(1 J. The time of dispatch of an electronic communication is: 

(a). the time when it leaves an information system under the control of the originator or 
of the party who sent it on behalf of the originator; 

(b). if the electronic communication has not left an information system under the control 
of the originator or of the party who sent it on behalf of the originator, the time when 
the electronic communication is received. 

(2). The time of receipt of an electronic communication is the time when it becomes capable of 
being retrieved by the addressee at an electronic address designated by the addressee. 
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(3). The time of receipt of·an clectrooic communication at aaother e1eQronic addI.ess of the 
addressee is the time when it becomes capable ofbeiBg retrieved by the addressecattbeaddress 
and the addressee becomes aware that the electroDic communication has been sent to that 

. "i # 

address. 

(4) •. For the purpose of subseetions (2) and (3). ~ eIectromc ~tion is ptesumed ~ be 
capable of being retrieved by the addressee when it reaches the aidressee's eleCtiroDic addles$. 

(5). An eJectmnie commUJligrtjon is deemedtobedispatdled at ttae p1aee *rethe oriplattlr' 
has its place of business a8d is deemed to be recoived at the place where the addfessee·has is· 
placeofb~ as determined in aceordaItce with section 15. 

15. Determiaiog plaee ofbaBia_ 

(1). For the p~es. of this Act, a person's place of br.rs~ is any PI8ce where the person 
mt,dntains a non-traDsitay establislunent to pursue an eCollODli¢ aCtivity otJler _tile 
temP9fIII'Y provisioa of good or services out of a specme'loc:ation. 

(2). A person's place ofbtisiness is presumed. be the ~.jnclicated by thatparty. ~ 
it is dem.onstratedtllat the part;y making the indiea1ioD does not have a plHeofbusiness at flat 
location. 

(3). If a person has not indicated a place ofbusmess and bas more than one pliaee of business, 
the place of business is: ... . . 

(a). the place of business which has the closest relldionsbipto the undeiIyfIIg trausac1ion; 
or 

(b). if there is no underlying transaction, the person's principalpJace ofbUsiness. 

(4).lfa natural person does not have a place ofbJsiness wRhin the meaning"ofsUbsectioD (1). 
the person·s habitual residence is that person's pJace ofbusiDess. 

(5). A location is not a place of business merely because that is: 

(a). where equipment and technology supporting. information system used by a person 
are located; or 

(tt). where tile information system may be accessed by another person. 

(6). The sole filet: that a person makes use of a domain name or electronic mail address 
connected to a specific coun1l'y does not create a presumption that the person 'splace of'business 
is located in that country. 

PART 3-ELE~ CON'I'RACl'lNG 

16. AttributioD of eieetrollk eouua.aieations 

As between the 0Jisinat0r and the ~ unless otherwise agreed an electronic 
communication is deemed to be that of the originator if it was sent: 

(a). by a person who had the au1horlty to act on behalf oftbe originator in respect of1hat 
electronic communieation; or 
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(b). by an infurmation system prognunmed by, or on behalf ot: the originator to operate 
automatically. 

17. Fonaa1ioa and validity of eontracts 

(I). In the context of contract information, unless otherwise agreed by the parties, an offer and 
the acceptance of an ofter may be expressed by meas of electronic communications. 

(2). If an electronic communication is used in the formation of a contract, that contract shall not 
be denied validity or enforceability on the sole ground that an electronic communication was 
used for that purpose. 

1& Invitations to make offers 

A proposal to conclude a contract made through one or more electronic communications which 
is not addressed to one or more specific persons, but is generally accessible to persons making 
use of intbrmation systems, including proposals that make use of interactive applications for 
the placement of orders through such information systems, is to be co:nsidered as an invitation 
to make offers. unless it clearly indicates the intention of the person making the proposal to be 
bound in case of acceptance. 

1'. Use of automated lDessage systaas for eootraet formation 

A contract formed by the interaction of an automated message sysmm and a natural person, or 
by the interaction of automated message systems, shall not be denied validity or enforceability 
on the sole ground that no natural person reviewed or intervened in each of the individual 
actions carried out by the automated message systems or the resulting contract. 

20. AvaiJablity of eoatraet tenDs 

Nothing in this Act affects the application of any written law that may require a party that 
negotiates some or a1] of the terms of a contract through the exchange of electronic 
canmunications to make available to the other party those (:()ntractual terms in a particular 
mauner. or relieves a party from tbe legal consequences of its fiUlure to do so. 

21. Error in eleetronie eommunications 

(I). If: 

(a). a natura1 person makes an input error in electronic communications exchanged with 
the automated message system of another party; and 

(b). the automated message system does not provide the person with an opportunity to 
correct the error, 

the person. or the party on whose behalf that person was acting, has the right to withdraw the 
portion of the electronic communication in which the input error was made. 

(2). Subsection (1) does not apply unless the person. or the party on whose behalf that person 
was acting; 

(a). notifies the other party oftbe error as soon as possible after having learned oftbe 
error and indicates that he or she made an etTOl in the electronic communication; and 
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(b). has not used or received any material benefit or value from the goods or services, if 
any, received from the other party. 

(3). Nothing in this section affects the application of any written law that may govern the 
consequences orany error other than as provided for under subsection (1). 

PART 4-ELECI'RONIC SIGNATlJItES 

11. Eq"" tremneDt of signature tedallOlOfiies 

Without limiting section 8, nothing in this Act sball be applied so as to exclude, restrict or 
deprive of legal effect any metbod of creating an electronic signature that satisfies the 
requirements referred to in section 23(1), or otherwise meets the requirements of applicable 
law. 

23. Legal requiremeat for a sigaature 

(l). A written law that requires or permits the signature ob person is met in relation to 
computer data. if 

(a) A method is used to identitY the party and to indicate that party's intention in 
respect of the information contained in the computer data; and 

(b) The method used is either: 

(i) as reliable as appropriate for the purpose for which the COl!1lputcr data was 
generated or communicated, in 1he light of all the circumstances; including any 
relevant agreement; or 

(ii) proven in fact to have fulfilled the functions described in subsection (a) 
above, by itself or together with further evidence. 

(2). Subsection (I) applies whether the requirement is in the fonn ofan obligation or whether 
the law simply provides consequences for the absence ofa signature. 

(3). In determining the reliability of an electronic signaturet no regard shall be had to: 

(a). the geographic location where the electronic signature is created or used; or 

(b). the geographic location of the place of business of the issuer or signatory. 

PART 5- ELECTRONIC TRANSFERABLE RECORDS 

24. AppJieatioD of tills Part 

(l). Other than as provided for in this Act. nothing in this Part affects the application to an 
electronic transterable record of any written law governing a transferable document or 
instrument, including any written law applicable to consumer protection. 
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(2). This Part does not apply to securities, such as shares and bonds, and otier investment 
instruments. 

25. Additioaal information in eIectnmie. tnHtsferable.nmrds 

Nothing in this Act precludes the inclusion of information in an electronic transferable record 
in addition to that contained in a transferable document or instrument. 

X General reIiaMIiIy staDtIard 

(1). For the purpose of this Part, a meIbod shaH be deemed reliable ifit is: 

(a). as reliable as is appropriate for the fulfilment oftbe function fur which the method 
is being used, in light of all relevant circumstances, which may include; 

(i). any operational rules relevant to the assessment of reliability; 

(ii). the assurance of data integrity; 

(iii). the ability to prevent unauthorized access to and use of the system; 

(iv). the security ofhardware and software; 

(v). the regularity and extent of audit of an independent body; 

(vi). the existence ofa declaration by a supervisory body, an accreditation body 
or a voluntary scheme regarding the reliability of the method; 

(vii). any applicable industry standard; or 

(b). proven in fact to have fulfilled the function by itself or together wi1h further 
evidence. 

27. Legal reqairemeat for an eleetroDie transferable record 

(1). A written law that requires a traDsferable document or instrument is met by particular 
canputer data if. 

(a). the computer data contains the information that would be required to be contained 
in a transferable document or instrument; and 

(b). a reliable method is used to: 

(i). identitY that computer data as the electnmic transferable record; 

{ii}. render that computer data capable of being subject to control form its 
creation until it ceases to have any effect or validity; and 

(iii). retain the integrity of that computer data. 

(2). For the purposes of subsection (1 ) (b) (iii), the criterion fur assessing integrity shall be 
whether information contained in the eIectnmic transferable record, includiog any authorized 
change that arises ftom its creation until it ~. to have any effect or validity. has remained 
complete and unaltered apart ftom any change which arises in the normal course of 
communication. storage and display. 
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l8. CoDtroI 

(1). Any written law that requires or pennits the possession of a t:ranSIift1)le document or 
instrwnent is met with respect to an electronic tnms:fiDbIe reeord if a fdiable method· is used 
to: 

(a). establish exclusive control of1hat electroaie traDs&rable record, by a person; and 

(b).. identify that person as 1Jte person in control. 

(2). Any WriItea law that requires or permits ~ Ofpossession ofa tnmstinf,le d~ 
or inst:rumeDt is met with respect to an eleetrODic 1ransferaile record tbr01igh the bUster of 
control over the electronic transtCrable record. 

1'. Ind __ • of time aDti pIaee ill eleetroDie trusferable·,reeont· 

Any writtm law that requires or ~ the incIiGJrlOll of; 1itne or~. ~. ~ tqa 
transferable· document or instrument ismetifa reIiIide·metflOd is used to iildic:ateftat time or 
plaCe wiftfespect to an etectroni~ traDsi:t81iXe reeord. 

38. Elldonemeut 

Any written lawtbat requires or permits theeadorsementin~y j)rm ofa~;r:lQCUmt# 
or instrQment is met with respect to an electmtiictraBsterable record if the ~ .• ~ 
for the enc:Imsement is included in the electronic transfi:nbIe ReOnl and that informalion is 
compliant with the requirements set forth in seetion 10 and 23. 

31. AaaendJaeDt 

Any written law that requires or permits the amendment of a ~document or 
instrument is met with respect to an eJeetronic ttansfcrable reeordffreuawe..,d is·wkd for 
aIi!lendment Ofinformation in the electnmic bIsferaDIe reeontso"the ~iBtbrmation 
is identified as such. 

32. ReplaCemeat of a transferable doeUDleDt or iDstntDIeQ.t withllD eIeetroDie 
traJasferBIe record 

(1). An electronic transferable record may replace a transferable document or instrument if a 
reliable medJod for tlte change of medium is used. 

(2). For the change Qfmedium to take effect, a statement iDdic8ting a change of medium shall 
be inserted in the electronie transferable reeord. 

(3). Upon issuance of the electronic tnmsferable record in accordanc::e with this ~ the 
transferable documeat or inStrument shall be made inoperative and ceases to have any effect or 
validity. 

(4). A cbange of medium in accordance with this section shall not affect the rights and 
obligations of the parties. 
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31 ReplaeeJDeat of an eieetroDic transferable recent witIt a tnmsferal)le doewneDt 
or iDstnmleat 

(I), A traRsfaable document or instrument may repJaee an electronic transferable record if a 
re&able method for the change ofmedium is used. 

(2). For the change of medium to take eiilct, a statement iadicating a change of medium shall 
be iDserted in the transferable document or instrument. 

(3~ Upon issuance of the transferable document or instrument in accordance with this section, 
the eIecaronic transferable record shall be made inoperative and ceases to have any effect or 
validity. 

(4~ A cbange of medium in accordance with this section shall not affect the rights and 
obligations of the parties. 

34. No-diserimiaatiou of foreiga eIeetroDic traasferable reeords 

(I). An electronic transferable record shall not be denied legal effect, validity or enforceability 
on the sole ground that it was issued or used abroad. 

(2). Nothing in this Part affects the application to electronic 1ransferable records of rules of 
private intemationaIlaw governing a transferable document or instrument. 

PART"" ELECTRONIC EXCHANGES WITH PUBUC BODIES 

35. Aatborisatioa for public bodies to ase eompater da1a and eIeetroaic signatures 

(1). Any public body. that pursuant to any written law; 

(a). accepts the filing of documents, or obtains information in any form; 

(b). requires that documents be created or retained; 

(e). requires documents, records or information to be produced or retained in their 
original form; 

(d). issues any pennit, IiceDse or approval; or 

(e). n:quires payment of any fee, charge or other amoURt by any method and mamIel' of 
payment; 

may notwithstanding anything to the contrary in such Written. Jaw, carry out that ftmction by 
means of computer data, including the use of an electronic signature. 

(2). If a public body carries out any of the functions referred to in subsection (1) by means of 
computer data. the public body may specify: 

(a). the mauner and format in which such computer data shall be generated, sent, 
received or stored; 

(b). the type of electronic signature and the manner and fannat in which the signamre 
shaU be affixed to or logically associated with the computer data; 
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(e). such control processes and procednres as may be appropriate to ensure adequate 
integrity t security and confidentiality pf computer data; and 

(d). any other required attributes for oomputer data that are currently specified fM 
correspooding paper documents. 

(3). For the avoidance of doubt, notwithstanding anything to contrary in any written law but 
subject to any specification made under subsection (2), any written law that requires a person 
to: . 

(a). provide infonnation to a public body; 

(b). generate or store information ror a public body; 

(c). use a prescribed form for an application or notification to, or other transaction with, 
a public bodyi 

(d). produce to or retain for a public body any document, record or infonnation in its 
original form;.or 

(e). hold a license. permit or other approval from a public body, is m.et by a computer 
data specified by the public body for that purpose and-

(i). in the case of a requirement referred to in paragraph (a), (c) and (d) sent or 
retained (as the case may be) in the manner specified by the public body; 

(ii). in the case of a requirement referred to in paragraph. (b). generated or 
retained (as the case may be) in the manner specified by the public body; 01' 

(ill). in the case of a requirement referred to in paragraph (e), issued by the public 
body. 

(4). Nothing in this Act shall by itself compel any public body to generate, send or receive 
computer data. 

PART 7. MISCELLANEOUS 

36. Rules govemiag eleetroDic evideaee 

(1). Notwithstanding the provisions contained in the Evidence Act or any other written law, the 
following provisions shall apply to Parts 2, 3, 4, 5 and 6 of this Act, in any civil or legal 
proceedings. 

(2). Any information contained in any computer data. electronic document, electronic record or 
eleetronic communication-

(a). touching any :filet in issue or relevant fact; and 

(b). compiled., received or obtained during the course of any business, trade or profession 
or other regularly conducted activity; 

shall be admissible in any civil proceedings under this Act, provided that direct oral evidence 
of such filet in issue or relevant matter, if available. sball be admissible; and there is no reason 
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to believe that the information contUned in a computer _ electronic document, electronic 
record or any electronic communication is unreIiabJe or inaccurate. 

(3). The Courts shall, unless the contrary is proved, presume the tndb of infurmation contained 
in a computer data, electronic document, electronic record or eklctronic communication, and in 
the case of any computer data, electronic document, electronic recQtd or e~ic 
communication made by a person or govermncmt en~. tbatthe said computer _ e1eetronic 
document. electronic record or electronic communication was made by the person who is 
purported to have made it and similarly, Shall presume the validity of any electronic signature 
or aathentication method or distinctive identification mark therein. 

37. Power to make Regulations 

(1~ The Minister responsible for Commerce and Trade, upon the advice of Cabinet, may make 
regulations relating to; 

(a). tbe prescribed fonns for any application, notice, certitiaJte and other documents 
required for the purposes of this Act; 

(b). any fees applicable under this Act; and 

(c). any matter in respect of which the Minister considers necessary or expedient for the 
etrective execution of the provisions oftbis Act. 

(2). The Minister responsible 1br Communication and Information,. upon the advice of Cabinet, 
may make reguIati()ns relating to:the same in (a), (b) and (0) but only to Part 6 oftbis Act. 
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BaekgroUBct and eoDfat 

The broader Use of infonnation and communication ~ (IC1) is critkal to foster 
econmnic and socialdevelopment.lCT benefits I!l'C pertieuIarIy iMportant in sman island. Stites 
given geographic:B cbaIleages and the shortage ofphysical ~. 

The Asia,... Paei:tie region has been at 1betbreiontoftb.e use oflCI' ~es. ineludinI .. in 
the cootext ofpapaJess· trade facilitadon. The pervaSiVe .. orIel' islle result Of ti8e 
elements: sound po1iey decisions. roIt~ netw()rk 8l1d a legal environJDent in line with 
international standards both in the regttIa __ in the enabIitJg aspecfs~ 

The Investm,ent Policy Framework, the Trade Policy Franaew«k _the iCr PoIiey 2019 all 
high1igidedtbeDeed to~ an enabling eaviromnatt bdeve1opiBs_~~.11te 
implementation of those recommeodaions requires tie ~ of ~~l~ 
framework. In particlIIar, the National ICl' PQliey 2019, PIIapaph6A; requitestie~.ot 
amodemenabliRg eavirc:minent for the useof_bom.e ",*m"i"~ ne~!f·. 
Act 1Jas also been recommended in the lJNCrAD lbIpideTia4e R~ As~of 
Kiribati. The Go'YCUlDiCillt also acceded tie Efeemmic CommuiIiations Conventionin'.l9. 

Several pieces ofJegislation are relevant to enable ti1y the use ofeledroaie meaJIS~Of. 
possibIerelevaat laws, the foundational Obeisd1e1aw on elec1J:onic ~ and~ 
Those foundation rules are contained in the Elearonic T~ Act. 

Seepe ofappliea1ion 

The Electromc Transaetions Act provides legal recognitiou aud s&ahJs to the use of e1~ 
commUDicatiotJs 8Ild signatures. It applies to all types of electronic ~ - i.e., tho.se 
exchanged among business, governmetttaadciUzensleonsumas - suijeet to tie eoaseat of_ 
concerned persom. Application of the Alttto1RDsactionswilh .pubIie. bOdies is sUhjeet t041e 
issuance of implemen1iDg regulations ~,·tO seetjt)n 15. This ~.~ 
reflects the CI'OSKUttiDgJl8ture of electronicttaasactioDs, wbidt· are reIevatd'for eveF1,fieldof 
economic activity as weB as for an iI1ere8SiDglBDnber ofsocial activitie& 

The Eleetronic T1'IIDSIlCCions Act enables the use of electronic means· by removing legal 
obstacles and i11u.strating the requirr:mentS under which paper-based and electronic 
communications attd documents are cousidered equiwteat. It does mt amend in any manner 
existing legiSlation. 

One major effect of the actoption of an Electronic Transactions Act is to legally validate aU 
business-to-bus and business-to-consumer electroaic exchanges. Such Act will also 
provide a legal framework for paperless trade fiIcilitation and natioaal siAgle window 
operatiODS. 

Reflecting the cross-euttiag nature of electroDic t:ransactiotts. the Aet is overall administered 
under the direetion and control of tile Minister respODsible for Commerce and Trade. However, 
the application ofPart., of this Act; relating to exchanges of electronic 1raDsactions witapubtic 
bodies, is administered UDder the direction and control of the Minister responsible for 
Communic:atiOD and Information, which is in charge of e-Govemment matters (seetin S). 

The Act has also been reviewed to ensure compatibility with the Cyberaime Aet. 
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Slrueture and content 

The Act is based on the model laws prepared by the United Nations Commission on 
International Trade Law (UNCffRAL). UNCITRAL is the core legal body of the United 
Nations for preparing laws and conventions enabling trade. UNCITRAL texts on electronic 
transactions have been adopted in more than 100 States, and they are in force in an Pacific 
States that have adopted electronic transactions laws: Australia. Fiji, New Zealand, Samoa, 
Tonga and Vanuatu. UNCITRAL texts are also referenced in major regional free tmde 
agreements such as CPTPP and RCEP, which makes the Electronic Transactions Act future­
proof. 

UNClTRAL drafted also the United Nations Convention on the Use of Electronic 
Communications in International Contracts (ECC), which is in furoe in Kiribati and deals with 
cross-border aspects of electronic transactions. The ECC and the Electronic Transactions Act 
are therefore complementary, and acconlingly one goal of the Act is to implement that 
CCDvention. 

Part 1 of the Act deals with objective, scope and other general matters. The main goal of the 
Act is to provide legal recognition to the use of electronic transactions. The Act applies to all 
types of electronic transactions. However, its application to exchanges with public bodies (e­
Government) is SIlbject to the adoption of implementing regulations (section 35). 

The definitions in section 3 are taken from UNClTRAL texts (see table below for details). 
The only exception is the definition of "computer data", which usually corresponds to the 
defined term "data message". The change has been made at the request ofOAO to ensure 
consistency with the Cybercrime Act. In any case, '·computer data" in this Act should be 
llIlderstood in the same sense as "data message" in UNCITRAL texts and their enactments. 

Electronic transactions are used in all human activities. Their main fields of application are in 
commercial operations (business to business and business to consumer) and in transactions 
with public bodies (e-Govemment). According to the general distribution of competencies in 
Government, the Act gives competence to administer the Act (section S) and to adopt the 
relevant regulations (sections 35 and 37) to the Minister respo11SI.ole for Communication and 
Information with respect to e-Govemment matters, and to the Mmister responsible for 
Commeroe and Trade for all other matters. 

In particular, the Minister responsible for Commerce and Trade maintains competence for the 
implementation of 1be national single window system and other paperless trade :filcilitation 
initiatives. The passing of the Act is critical to clarify the legal status of these initiatives, 
which need to be carried out online. 

The only matters excluded from the scope of application of the Acts are wills and transfer of 
real estate rights (section 7(1». These exclusions are in line with prevailing international 
practice. The Minister may review the list of exclusions in light of the practice in 
implementing the Act (section 7(2». 

The use of electronic transactions is voluntary (secti()n 8) unless mandated otherwise in 
another Act. 

Part 2 of the Act deals with the general principles underlying electronic transactions. 
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The Act is based on three fundamental principles underpinning those UNClTRAL texts: non~ 
discrimination of electronic means; technology neutrality and funeti_ equivalence. Those 
principles enable the use of eleclronic means by removing obstacles found iR existing law, for 
instance with respect to form requirements assuming the use of the paper mediumo and by 
adapting pre-existing legal notions to an online envimnment. 

The principle of non,.discrimination ensures that an electronic record is not deaied legal 
etrect, validity or enforceability solely on the grounds that it. is in electronic funn (sections 9. 
11(1),17(2». 

The principle of technology neutrality ensures dlat the law does not mandate or favour the use 
of any specific technology, method, product or model, thus aUowiq.adVancements in 
technology to be accommodated without the need for legislative ehange (implemented 
throughout the Act; stated explicitly in section 22 with respect to electronic signatures). 

The principle offimctional equivalence lays out criteria by which a data message is .deemed to 
satisfy fonn requirements applicable to paper-baseddocument$, suchas1herequirement tIUtt Ii 
document be in writing. in original form or siped (sections 16;.12. 23,. 21)~ 

It bas to be noted that UNCITRAL provisions OIl functional equivalence refer to a ~t 
contamed in "a rule ofJaw". However. the reference to "mIe ofl ... w&s,repIaeed toa reference 
to "written law" at the request of OAG. It is understood 1hat this is done.· m,order to folloW the 
customary Kiribati legal drafting style, and on the assumption that eotnmml law does not 
contain the requirements while statutory law (Le., "written Iv) does. The amendment does 
not intend in any manner to limit the operation of:limctional equivalencendes regardless of the 
legal source of the fonn requirement. 

Part 3 of the Act deals with electronic con1:nlcting. In line with the UNCIIRALapproach, it 
does not amend in any manner existing contract law but only enables the use of electronic 
means. 

Besides adopting the above~mentioned general principles to electronic contracting, it clarifies 
tha.t contractual statements on websites and a similar amount to an invitation to make 811 ofter 
(and not to an offer) (section 18), and validates the use of automated agents to conclude 
contracts ("smart COD1r8cts") (sections 16(b) and 19). It also contains a rWe safeguardUJg 
physical persons from the consequences of input errors (section. 21). 

Part 4 of the Act deals with electronic signatures. Electronic signatures are a trusted service 
that otrers assurance on the origin and integrity of an elearonic coll'l1l1Utrication. 

The part contains two provisions; section 22 applies the principle of technology neutrality and 
section 23 the principle offimctional equivalence. 

Under section 23, aD electronic communications that may be traced to an author may be 
considered signed (or not)according to cilcumstances. Those electronic signatures include: a 
telephone rmmber linked to an SMS; the name typed in an email or the header of the email; a 
PKI certificate linked to an email, etc. 

In case of dispute the judge will have to assess the various methods that may be used for 
electronic signatures, which have varying levels of reliability, in light ofall cin:umstances 
including contractual agreements. 
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Section 22(3) acknowledges the cwrent practice, e.g. in place at the Ministry of Fisheries, to 
pl8'chase and use foreign PKI certificates to comply with international standards. Hence, all 
electronic signatures may be used in Kiribati, irrespective of geographic origin or place of 
use, and based only on their reliability. It is also not foreseen that local commercial providers 
of electronic signatures services will be available in the near future. 

Part 5 of the Act deals with electronic transferable records. Electronic transferable records 
are electronic records that incorporate the right to demand the payment of a sum of money or 
the delivelj' of goods. These are the electronic equivalents of commercial documents such as 
biDs oflading, promissory notes and cheques. 

This part enacts the UNCITRAL Model Law on Electronic Transferable Records (MLETR). 
The MLETR has been recently enacted in Singapore. Australia and New Zealand are expected 
to consider its adoption under the Digital Economy Agreements concluded with Singapore. It 
was therefore included in the Electronic Transactions Act to make it future proof with respect 
tosmart logistics and paperless trade facilitation. 

Part 6 of the Act deals with electronic transactions with public bodies. As mentioned above. 
e-Government matters fall under the competence of the Ministry responsible for 
Communication and Information. 

The Act is not applicable to transactions with public bodies unless regulations have been 
adopted. 

It is understood that different ministries have varying levels of readiness to embrace 
digitalisation, and that therefore e-Government will be phased in gradually but in a coherent 
manner. Hence, the effect ofthe Act (section 35) is only to set out the general principles upon 
which the regulations will be built; so as to ensure interoperability. 

Part 7 of the Act deals with miscellaneous matters. 

Section 36 provides guidance on electronic evidence besides already given in section II. 
These rules apply only to civil proceedings and do not displace the special rules for criminal 
proceedings. They also do not displace the rules already contained in the Evidence Act 

SeedoB 37 gives the authority to make regulations to the relevant Minister. It should be noted 
that the Act is self-executing and does not need any regulation to enter into force and apply to 

. electronic transactions exchanged among traders, between traders and consumers and in other 
instances not involving public bodies. 

RefereBee materials 

As mentioned above, the Electronic Transactiol1& Act substantive provisions are taken from 
the UNCITRAL Model Law on Electronic Commerce (MLEC). the United Nations 
Convention on the Use of Electronic Communications in International Contracts (ECC) and 
the UNCITRAL Model Law on Electronic Transferable Records (MLETR). 

Demiled information on UNCITRAL texts is available on the UNCITRAL website at 
https:lluncitral.un.org!enJtextsiecommerce. Such information includes explanatory notes for 
each UNCITRAL provision referenced in the Electronic Transactions Act. 
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The UNCITRAL website otfers also infunnation on case law applying UNCITRAL texts 
through the Case Law on UNCrrRAL Texts (CLOUT) system at 
https:lluncnraJ.un.orglenl_ a. Several ofthe cases law applying UNCrrRAL ~xts on e­
commerce originate from commOn law juriSdictions such as Australi8t New Zealand and 
Singapore. 

The following table provides the cross-reference between the provisions afthe Act add the 
source UNCITRAL text. With that information. it is possible to easily obtain,'an m~ 
explanati()D of eaeb article of the Act by a.<x:esSing the explanatory materials fieely available 
on the UNCITRAL website. 

Seetion oftbe Act UNcrrRAL Sedlon of tile Aet ~ 
reference rere_~ 

Part 1- PreDiainary Part 4 - EledroDfc 
5i 

1. Short title nla 22. EquaJtreabnent Art 3 MLES 
of$~ 
tec1n1Ologies 

2. Commencement nla 23. Legal Att.9(~}~; 
requirement for a Art.12ML~ 

sigpatute 
3. Definitions Art. 2 MLEC; Art. Part 5 - EIeetroDic 

4ECC~Art.2 Trallsfentble 
MLETR Records 

4. Objective of the Act nfa 24. ApplicatiOn of Art! MLETR 
this Part 

S. Administration of the nla 2S. Additional Art. 6 MLETR 
Act infOrmation in 

elec:tronic 
transferable records 

6. Republic to be bmmd nla 26. General Art. 12 MLETR 
:reliability stendard 

7. Exclusions and nfa 27. Legal Art. 10 MLETR 
General Power of requirement for an 

Minister to exclude and electronic 
include matters under transferable record 

Act 
8. Voluntary use of Art. 8(2) ECC 28. Control Art. 11 MLETR 

data 
Part 2 - Legal 29. Indication of time Art. 13 MLETR 
Reeognificm of and place in 

EJeetroDie electronic 
CODlJDuDic:atiollS transferable record 

9. Legal recognition of Art. S MLEC; Art. 30. Endorsement Art. 15 MLETR 
computer data and SbisMLEC 

electronic 
communications 

10. Writing Art. 6 MLEC 31. Amendment Art. 16 MLETR 
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11. Admissibility and Art. 9 MLEC 32. Replaeement of a Art. 17 MLETR 
evidential weight of tn_RAbie 
oomput:er cIata and document or 

electronic instrum.eot with an , 
communications electronic ~ 

transi:rab1e record 
12. Legal requirement Art.SMLEC 33. Replacement of Art. 1& MLETR 
to retain information aD eIeetionic 

transfenlblerecord 
with a transferable 

doeumentor 
instrument 

13. Producing and nla 34. Non- Art. 19 MLETR 
remining eJectronic discrimination of 

versions of paper-based fbreignelectronic 
documents or records transferable records 
14. Time and place of Art. to ECC Part., -EleetreDie 
dispatch and receipt of ExehaDces witll 

electronic PubJie Bodies 
communications 

IS. Determining the Art. 6 Eee 35. Authorization for Dla 
place of business public bodies to use 

computer data. and 
eledronic 

. s 
Part 3 - EIeetroDie Part?:.. 

CootraetiBl MiseeIIaaeous 
16. Attribution of Artl3MLEC 36. Rules governing nla 

electtonic electronic evidence 
communications 

17. Formation and ArtllMLEC 37. Powers to make nla 
validity of contracts Regulations 

18. Invitations to make Art. 11 Eee 
ofters 

19. Use of automated Art. 12ECC 
message systems for 
contract fonnation 
20. Avallabnity of Art.13ECC 

contract tenDS 

21. Error in eleetronic Art. 14ECe 
communications 
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HONOURABLE BOOTI NAUAN 

Minister for Commeree, Industry aDd Cooperatives 

LEGAL REPORT 

I hereby certifY that none of the provisions of the above Act conflict with the Constitution and 
that His Excellency the Beretitenti may properly assent to the Act. 

TETIRO MAATE SEMILOTA 

ATTORNEY GENERAL 
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CERTIFICATE OF THE CLERK OF THE MANEABA NI 
MAUNGATABU 

This printed impression of the Electronic Transactions Act 2021 has been 
carefully examined by me with the Bill which passed the Maneaba ni 
Maungatabu on the 11 th August 2021 and is found by me to be a true and 
correctly printed copy of the said Bill . 

..... ~ ............• 
Eni Teimnene 

Clerk of the Maneaba ni Maun atabu 

Publish~y exhibition at the Maneaba ni Maungatabu this f?.:t... day 
of ...... ~lr.~~~ .... 2021 . 

.... ~ ..... 
EniTekanene 

Clerk of the Maneaba ni Maungatabu 
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